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                                                          MPS e-Crime Strategy-Strands 
 
E-Crime Proactive 
Prevention 

E-Crime Partnership 
Development 

E-Crime Intelligence Co-ordination E-Crime Research & Development 

 
Fraud Alert – 
closing platform 
websites 
 
 
Publish prevention 
advice & alerts.  
 
Mainstream e-crime 
into all manuals and 
protocols as Best 
Practice 
 
Co-ordination of 
existing network of 
CPO’s 
 
Awareness training 
for first responders 
 
Produce and 
maintain directory of 
existing crime 
prevention and 
information web 
sites 
 
Produce and 
maintain directory of 
existing and 
proposed CP 
initiatives 

 
Identify Funding 
opportunities for UK 
and International e 
crime initiatives 
 
MOUs with external 
partners and 
agencies re data 
sharing  
 
MOUs re tasking & 
operational terms of 
engagement 
 
Joint police & private 
sector operations 
 
National and 
International 
interface with 
Interpol/Europol/Ceo
ps 
 
SPOC for internet 
crime forum and 
National e-crime 
strategic group. 
 
Identify and 
disseminate Best 
Practice  

 
Strategic & Tactical 
Analysis 
 
Minimum Standards for 
Operations & Tasking 
 
Revising protocol and 
establishing systems for 
intelligence 
dissemination. 
 
Co-ordinating CHIS & CII 
(covert internet 
investigations) 
 
Joint intelligence sharing 
protocols 
 
Co-ordinate National 
Strategic analysis  
 
Intelligence Analyst 

 
ACPO Lead 
 
National Policy Development. 
 
Direct control & management of 
National E-Crime Strategy 
 
Performance measurement 
 
Income generation lead 
 
Legal SPOC for advice, co-
ordination and best practice. 
 
e-Crime awareness training. 
 
Media-Internal & External 
 
Central skills database. 
 
 
 
 
 
 
 

Centre of Excellence for Police e-
Crime Research & Development 
 
National Forensic lead 
 
Research & testing of technical 
developments, hardware and 
software. 
 
Tactical & Technical support 
services 
 
 




