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MPS Development Opportunities 

Define Intelligence 
Requirement 

MPS  

Strategy Activities 

 

‘Tackling the criminal use of 
technology’ 

Policy 

Intelligence Gathering            
Primacy of Investigations          

Co-ordinated tasking             
Crime Recording                 

Intelligence Gathering            
Covert Human Intelligence Source  

Covert Internet Investigation       

Equipment 

Research and Development 

Problem Profile                      
How are the criminals using high 

technology?    Where are they going?  
What are the crime enablers?         

What can we do about it? 

Awareness Training       

First responders (digital evidence seizures)       
Investigators (evidential opportunities)          

Senior Investigating Officers (digital evidence 
strategy)                                   

Directorate Awareness                        
Protocols for accessing specialist resources 24/7 

Build Effective Partnerships with others: 

ACPO e-Crime Working Party                 
National Policing Improvements Agency       

Serious and Organised Crime Agency         
National Infrastructure                       

Security Co-ordination Centre                
External Parties                             

Anti-Virus and IT Security Industry  

Possible sponsorship opportunities, requirement 
for co-ordination between law enforcement 

Identify and address legislative 
needs / gaps 

Virtual Crime Prevention 

Local delivery through BCU’s              
Utilise external best practice, web sites, 

Fraud Alert 

Scale of Problem 
Unknown Scoping 

Required 

Primacy for intelligence analysis, 
development and identification of 

future threats Corporate Standards 

Training 

Recruitment & retention of 

Best Value 

Identification and promulgation of best 
practice 
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